
EVANA COLVERT
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evana.colvert@gmail.com
(987) 597-1693

Chicago, IL

PROFILE

As a Network Security Specialist 
with over 3 years of experience, 
I have an extensive background 
in IT security, risk management, 
and network engineering. I have a 
strong understanding of network 
access control systems, firewalls, 
and intrusion detection systems. 
I have experience in configuring, 
deploying, and managing networks 
for compliance with industry 
standards and regulations. I have 
expertise in vulnerability scanning, 
patch management, and security 
monitoring. Furthermore, I have 
experience in incident response 
and disaster recovery processes. 
I am capable of designing secure 
networks and identifying potential 
threats. I am also skilled in 
developing security policies and 
procedures. My technical skills 
and knowledge of cybersecurity 
are invaluable assets to any 
organization.

LINKS

linkedin.com/in/evanacolvert

SKILLS

Firewall

Network Security Protocols

Intrusion Detection/Prevention 
Systems (IDS/IPS)

Risk Analysis

System Hardening

Cryptography

Network Monitoring

EMPLOYMENT HISTORY

Network Security Specialist at Symantec Corporation, IL
Nov 2022 - Present

• Developed and implemented a complex network security system 
for Symantec Corporation, IL which reduced the risk of data breach 
by 30%.

• Configured firewalls to protect confidential information from 
unauthorized access resulting in an increase of overall 
cyber-security awareness among employees.

• Implemented sophisticated intrusion detection systems that 
identified potential threats within the networks with 90% accuracy 
rate.

Network Security Associate at Check Point Software 
Technologies, IL
Jul 2020 - Sep 2022

• Developed a new security architecture for the corporate network 
that achieved 100% compliance with Check Point Software 
Technologies’s standards and regulations, resulting in improved 
system protection from external threats.

• Designed an automated patch management process which led to 
25% reduction of downtime due to unpatched vulnerabilities over 
12 months period.

• Implemented advanced logging solutions that helped reduce false 
positives by 40%, allowing incident response teams more time 
to focus on actual incidents instead of reviewing irrelevant data 
entries.

EDUCATION

Bachelor of Science in Network Security at DePaul University, 
Chicago, IL
Aug 2016 - May 2020

Relevant Coursework: Network Security, Cryptography, Computer 
Forensics, Operating Systems, Network Design and Management.

CERTIFICATES

Certified Information Systems Security Professional (CISSP)
Jul 2021

Certified Ethical Hacker (CEH)
May 2020

MEMBERSHIPS

Information Systems Security Association (ISSA)
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