
Nami Reichbach
Network Security Analyst

nami.reichbach@gmail.com
(677) 188-6517
Tulsa, OK

Education
Bachelor of Science in 
Network Security at 
Oklahoma State University, 
Stillwater, OK
Aug 2017 - May 2021

Relevant Coursework: Operating 
Systems Security, Network 
Security Fundamentals, 
Network Infrastructure 
Security, Computer Forensics, 
Cryptography and Network 
Security.

Links
linkedin.com/in/namireichbach

Skills
Firewall

Network Monitoring

Intrusion Detection

Risk Analysis

Security Protocols

System Administration

Troubleshooting

Languages
English

Mandarin

Hobbies
Cybersecurity Research

Profile
I am a Network Security Analyst with over two years of experience in the field. 
I have extensive experience in the design, implementation, and monitoring of 
security solutions to ensure the safety of an organization's data and systems. I 
have a strong background in the administration of firewalls and Intrusion Detection 
Systems (IDS), as well as in the management of Internet Protocol Security (IPsec) 
and Secure Sockets Layer (SSL) protocols. I have also developed security policies 
and procedures to protect against unauthorized access, malicious attacks, and data 
breaches. My ability to analyze and troubleshoot complex network security issues, 
coupled with my technical aptitude and attention to detail, have enabled me to 
make effective contributions to my organization.

Employment History
Network Security Analyst at Qualys, OK
Dec 2022 - Present

• Developed a new network security policy that reduced Qualys' risk of data 
breaches by 20%.

• Automated the network security monitoring process, resulting in a reduction of 
manual labor hours by 40%.

• Implemented a firewall system that increased cyber-attack detection accuracy 
by 30%.

• Created an incident response plan that reduced Qualys' response time to 
security threats by 50%.

Network Security Associate at Cisco Systems, OK
Jul 2021 - Nov 2022

• Developed and implemented a secure network architecture for Cisco Systems, 
reducing the number of security incidents by 40% within the first year.

• Established a comprehensive network monitoring system that identified and 
resolved over 50 security threats before they caused damage.

• Collaborated with IT teams across the company to create a unified security 
policy that reduced the overall risk exposure by 25%.

• Streamlined the process of patching and updating security protocols, resulting 
in a 20% decrease in the time required to complete these tasks.

Certificates
Certified Information Systems Security Professional (CISSP)
Jun 2021

Certified Ethical Hacker (CEH)
Jul 2019

Memberships
Information Systems Security Association (ISSA)

International Information Systems Security Certification Consortium 
(ISC2)
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