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Profile

As an Information Security Analyst with over two years of experience, I 
successfully executed a wide range of cybersecurity initiatives to protect 
sensitive data and mitigate potential threats. I consistently demonstrated 
my expertise in vulnerability assessment, risk management, and security 
infrastructure design. My strong analytical skills enabled me to identify 
security gaps and implement effective solutions, while my ability to 
collaborate with cross-functional teams ensured smooth communication and 
a proactive approach to information security. Through my dedication and 
commitment to staying current with industry best practices, I played a crucial 
role in safeguarding critical information assets and maintaining a robust 
security posture for the organization.

Employment History

Information Security Analyst at IronNet Cybersecurity, DE
Jan 2023 - Present

• Implemented a comprehensive security strategy that reduced cyber 
threats by 45% within the first year, protecting sensitive data and ensuring 
compliance with industry regulations.

• Conducted thorough risk assessments and vulnerability testing on over 
200 systems, leading to the identification and remediation of critical 
security gaps, and increasing overall system security by 30%.

• Developed and delivered cybersecurity training to over 100 employees, 
resulting in a 60% reduction in security incidents caused by human error 
and increased employee awareness of best practices.

• Managed the successful response to 15 major cyber incidents, minimizing 
potential damage and ensuring business continuity, with an average 
recovery time of less than 48 hours.

Junior Information Security Analyst at Securicon, DE
Jul 2021 - Dec 2022

• Implemented a comprehensive vulnerability management program that 
resulted in a 35% reduction in identified security risks within the first six 
months.

• Developed and executed a security awareness training program for over 
250 employees, leading to a 40% decrease in reported phishing incidents.

• Conducted regular penetration testing and security assessments, 
identifying and mitigating over 50 critical vulnerabilities in the company's 
network infrastructure.

• Managed and resolved over 100 cybersecurity incidents, minimizing 
potential damage and reducing system downtime by an average of 25%.

Certificates

Certified Information Systems Security Professional (CISSP)
Aug 2021

kourtni.feery@gmail.com
(637) 433-5431
Dover, DE 19901

Education

Bachelor of Science in 
Cybersecurity at University of 
Delaware, Newark, DE
Aug 2017 - May 2021

Relevant Coursework: Network 
Security, Cryptography, Ethical 
Hacking, Cyber Defense, Digital 
Forensics, Systems Analysis, Secure 
Software Development, and IT Risk 
Management.

Links

linkedin.com/in/kourtnifeery

Skills

Risk assessment

Network security

Intrusion detection

Encryption techniques

Security policy development

Incident response management

Ethical hacking

Languages

English

Japanese

Hobbies
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